
WESTMINSTER CRIERWESTMINSTER CRIERWESTMINSTER CRIER   

In this issue……. 

     2 New Year’s Eve 
options 

     Activity spot on 
MahJong 

     Fraud alert 

      

Do you have any great pictures of 
events in the community??  Do you 
have any wildlife pics (non pet/non 
human) in the community?  Submit 
them to the Crier!! 

Do you know anyone who does not receive 
the Crier?  Ask them to e mail westminster-
crier@gmail.com to get added to the list!! 









MahJong 

 1 pm Wednesdays 

 Year round 

 Experienced   players 

 $4 for the afternoon 

 Americanized version of the Chinese 
game 

 Must have the card which changes each 
March 

 2-4 people at each table 

 Beginners can watch to learn the game 
OR teach yourself by joining the online  
official league 

 During the winter there may be learning 
groups 

 Definitely a Serious Game!! 

 Pictures on next page 

 

 





A postcard in the mail advertising a variety of 
lending products, followed by an online application 
for a short term loan, recently cost one local man 
$750.00 and possibly his identity after he applied 
for financial assistance on a website promising a 
cash loan to qualified applicants. The victim, who 
filled out the loan application on an unsecured Wi-
Fi network, provided detailed personal information 
that included his bank routing number, before be-
ing notified by the company that he was not eligible 
to receive the loan.  Believing the process was over; 
he was surprised to receive an email and phone call 
the following day from a man named “Chris” who 
said he might be re-considered for the loan if he 
would pay to insure it. The victim was instructed to 
put $150 on an Amazon prepaid card, take photo-
graphs of the receipt and back of the card, then 
send the information to “Chris” via email. Unaware 
that he was about to be involved in an advance fee 
scam, the victim did as he was told.   Later that 
same day, the victim received another call from 
“Chris” claiming additional money was needed to 
help cover the cost of repairing his bad credit, 
which would then enable him to qualify for a 
$5,000 loan.  

Fraud Alert from the Office of the Sheriff 



 Still believing he was talking to a representative of 
the lending company, he purchased two more Ama-
zon prepaid cards totaling $600, and repeated what 
he had done earlier. Afterwards, he tried to make 
contact with “Chris” but was never able to get a re-
sponse. He realized too late that he had been 
duped.   With this in mind, the Lee County Sheriff's 
Office reminds you to follow these very important 
tips when applying for a loan from any cash advance 
lender:     

1. Legitimate lenders often charge application, ap-
praisal, or credit report fees. The difference? They 
disclose their fees clearly and prominently; they 
take their fees from the amount you borrow; and 
the fees usually are paid to the lender or broker af-
ter the loan is approved.   

2. Any up-front fee the lender wants to collect be-
fore granting the loan is a cue to walk away, espe-
cially if you’re told it’s for “insurance,” “processing,” 
or just “paperwork.”   

3. It is illegal for companies doing business by 
phone in the U.S. to promise you a loan or credit 
card and ask you to pay for it before they deliver.   

4. Never use a reloadable cash card, wire transfer 
service, or money order to secure a loan. Doing so 
offers little to no recourse, should you find you’ve 
been scammed.     


